To:     Administrators, Principals

Over the summer, many worms and viruses have surfaced on the Internet.  In addition, many vulnerabilities have been discovered in computers.  For these reasons, I have asked the technology coordinators and staff performing information technology work in the schools to take measures to protect your school’s computers.

In cooperation with the State Security Office, the Department of Information Systems has made some of the protective software available on a server for your staff and our office has made suggestions on how to prepare your computers to “lock them down”.

Hundreds of organizations depend on the state network for their work processes including law enforcement agencies.  The virus outbreak last spring reminded us how our lack of action can negatively impact each other by making our computers unavailable. Many schools were taken offline for a period of time because their infected computers were impacting the rest of the organizations on the state network.

Please support your staff in their efforts to prepare your computers for the coming school year.   A little prevention now will make August a much better month for everybody on the state network.  Thank you very much for your continued cooperation with the State Security Office.

Thank you,

Gary Underwood

Chief Security Officer

State Security Office

Office of the Executive Chief Information Officer

